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Contexto

El Cédigo Etico de Puig considera los datos o activos de la informacién un
bien cuya obtencidn y tratamiento debe limitarse a las necesidades propias
del desarrollo de las actividades legitimas de la empresa, promoviendo un
marco proactivo para su debida proteccién.

Propodsito y ambito

Esta Politica, desarrolla los compromisos plasmados en el Cédigo Etico de
Puig y define los principios y acciones que configuran el marco para el
tratamiento, gestion y la seguridad de los datos o activos de la informacion.
Los datos o activos de la informacidn son cualquier tipo de recurso que
contenga informacién necesaria para el desarrollo del negocio, con
independencia del soporte, canal o forma en que se comunique, transmita,

comparta, proyecte o almacene, sea interno o externo y la titularidad de Puig

o de terceros.

El propdsito de esta politica es dotar a Puig de un marco de proteccién de los

datos o activos de la informacidn para preservar su confidencialidad,
integridad, disponibilidad y garantizar el cumplimiento de la normativa
aplicable relacionada con la seguridad de la informacioén.

Esta Politica ha sido aprobada por el Consejo de Administracion de Puig
Brands, S.A.y se aplica a todas las compariias y actividades de Puig".

Esta Politica es el marco genérico que define los principios y las acciones a
desarrollar por los responsables de los datos y activos de la informacidn de
las distintas areas funcionales.

Las distintas divisiones y unidades de negocio de Puig pueden desarrollar
esta Politica a través de otras regulaciones de d&mbito divisional o local que
cumplan con las disposiciones de esta Politica.

1“Puig” hace referencia a
la sociedad Puig Brands,
S.A.y sus filialesy
cualquier otra entidad
juridica que pueda
constituirse en el futuro,
respecto de la cual Puig
Brands, S.A. ostente o
pueda ostentar (directa
o indirectamente) el
control, de conformidad
con el articulo 42 del
Cdédigo de Comercio
espafol.



Principios y acciones
derivados de esta politica

Principios
Esta Politica se fundamenta en los siguientes principios:

Proteccidén del negocio, priorizando la proteccion de la informacion que
afecta directamente a la operativa de negocio, lainnovacion y la mejora
continua de nuestra actividad.

Gestién de riesgos, adoptando medidas que permitan identificar los riesgos
existentes y evitar aquellos que resulten innecesarios o excesivos en la
gestidon de lainformacion.

Acciones

Para cumplir con los objetivos y principios establecidos, se prevén las
siguientes acciones:

Clasificacién de la informacién: todos los activos de informacidon deben ser
identificados y clasificados en términos de valor, requisitos legales,
confidencialidad, sensibilidad y criticidad para la organizacion. Los
propietarios de los activos son responsables de asegurar que estén
adecuadamente clasificados y protegidos de acuerdo a la siguiente
clasificacion en funcién de laley y las buenas practicas, su impacto en el
negocio, en laimagen, en los socios o en las personas vinculadas a Puig:

< Highly Confidential (altamente confidencial): informacién de
importancia estratégica que puede causar un impacto severo o
irreparable y cuyo acceso esta limitado a un grupo muy reducido de
personas.

=~  Confidential (confidencial): informacién que puede causar un serio
impacto y cuyo acceso esta limitado a un grupo concreto de personas,
areas especificas o parte de ellas.

=< |nternal (interna): es aquella informacién que puede causar un impacto
limitado y estd disponible de forma general para todo o gran parte de
las personas aunque no puede ser divulgada publicamente.




=< Public (publica): informacién que es de dominio publico o que se pone a
disposicion para su distribucion publica a través de un canal de Puig y
que puede ser consultada libremente.

Gestién de la seguridad de la informacidn: se garantiza un nivel de
proteccién, control y manejo adecuado de los activos de informacién de Puig.

Gestién de incidentes: se establecen procedimientos para la gestion de
incidentes de seguridad de la informacidon que incluyen su notificacion,
respuestay recuperacion.

Control de identidades: el ciclo de vida de las identidades, asi como las
cuentas asociadas a cada una de ellas, deber ser controlado y gestionado de
forma adecuada.

Control de accesos: el acceso a la informacién debe ser controladoy
restringido a personas autorizadas, debiendo revisarse los derechos de
acceso de forma regular para asegurar que son adecuados.

Continuidad del negocio: ante eventuales interrupciones o disfunciones de
la operativa del negocio, se desarrollan con cardcter previo planes que
garanticen su continuidad, protegiendo, manteniendo y recuperando la
informacion.

Formacién y concienciacién: se implementan aquellas acciones de
formacidén y concienciacion que garanticen la seguridad de la informacidén por
parte los usuarios.

Cumplimiento: se garantiza el cumplimiento de la normativa aplicable en
materia de seguridad de la informacion.

Revisién y mejora continua: se llevardn a cabo las auditorias y actividades
regulares de revision para evaluar la eficacia de la politicay las préacticas de
seguridad de lainformacion.

Puig garantiza los principios, acciones y metodologia recogidos en esta
Politica a través de los recursos materiales, tecnoldgicos, financieros y
humanos necesarios.



Alcance y responsabilidades

Esta Politica resulta de obligado cumplimiento a cualquier persona fisica o
juridica que tenga acceso a datos o activos de la informacidon de Puig,
debiéndose promover su cumplimiento por todas las partes interesadas.

Elincumplimiento de esta Politica puede determinar la adopciéon de medidas
disciplinarias, asi como cualquier otra consecuencia legalmente prevista.

Aprobacion, publicacion y revision

Esta Politica ha sido aprobada por el Consejo de Administracion de Puig el 5
de abril de 2024, entrando en vigor a partir de ese momento.

La responsabilidad de la publicacién, comunicacidon y revision de esta Politica
estd asignada al Area de Seguridad de la Informacién y Ciberseguridad en
coordinacién con el Area Legal.
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